
Affected Product(s)
TeamViewer versions prior to 15.58.4

Description:
A high-severity vulnerability has been identified in TeamViewer Remote for Windows, which could allow an
attacker with physical access to the device to obtain administrator privileges.
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