
The Cisco team has released security updates for two critical security flaws (CVE-2024-20439 and CVE-
2024-20440) that affect their Smart Licensing Utility product. These vulnerabilities could allow
unauthenticated remote attackers to escalate their privileges or gain access to sensitive information.
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